Chapter 7

From Techno-Legal Templates
to Sandbox Culture

7.1  Deceptive Participations in a RO/RW Remix
Culture

In the previous chapter I have departed from the argument on innovation
that is central in the free culture discourse—made popular by Lessig to
explain why he believes free software is a model to develop free culture—
because if the analogy of software re-usability seemed to transpose theo-
retically to culture in relation to productivity, sharing ideas, and inspira-
tion, the same analogy was clearly over stretched when in practice culture
had been reduced to file-sharing and the remix of flattened down works.
The latter practice, which refers to the problem of lack of cultural source
discussed in the previous chapter, demonstrates that all the subtleties,

tensions, plays, and conflicts, found in the way works respond and relate
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to each other, as was exemplified, for instance, with the 1973 influence
analysis and theory from literary critic Harold Bloom,! are at the risk of
being streamlined to their weakest form of pleasurable and entertaining

collages, as Benjamin had predicted in his time for photography.?

To be sure, I am not saying that remix is per se a poor practice that
solely exemplifies the failure of artists to change the productive appara-
tus. Growing from the versioning of Jamaican songs into dub music, to
its systematisation in the nineties music industry, the remix has been
increasingly used to demonstrate the power of combinatorial practices.’
For instance, remix can be used literally as an experimentation, an ap-
propriation of the medium and its instruments, as it is in the practice of
turntablist Janek Schaeffer;* and it can also be instrumental in another
way, as a framework to analyse the semantics of political discourse, as
illustrated in the President George W. Bush’s 2002 “Axis of Evil” speech
remix from artist Lenka Clayton.” Regarding the latter approach, I would
go as far as to say that remix as a folk political tool has worked in the
past as proto-tactical media. For example, in the mid-eighteenth century
Paris, folk songs were spread orally in popular neighbourhoods. But
these songs were not just for entertainment, they were also used from

time to time as a vector to memorise and spread commentary and cri-

! Harold Bloom, The Anxiety of Influence: A Theory of Poetry (1973; repr., New York:

Oxford University press, 1997).

Benjamin, “The Author as Producer”

See Eduardo Navas, Remix Theory: The Aesthetics of Sampling (Berlin: Springer Ver-

lag, 2012).

Janek Schaefer, “AudiOh!: Appropriation, Accident and Alteration,” Leonardo Music

Journal 11, no. 1 (2001): 71-76.

> Lenka Clayton, Qaeda, Quality, Question, Quickly, Quickly, Quiet, limited ed. vinyl
(hand-numbered ed. of 1000), (2004).
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tiques on public affairs.® The well known melodies of existing songs were
used as carriers, in which the original lyrics were replaced by critical texts
and poetry, which would have been banned and illegal otherwise, thus
turning the process of influence to which I was referring earlier, not into
mere entertaining collages but into a powerful political communication
network of remixes, building upon the effect of the latter as a “subversion
of the listener’s expectations”” Furthermore, the transformative general-
isation offered by remixing makes it possible to link it easily to all sorts
of practices and theories, from musique concrete, to appropriation art,
intertextuality and dialogism, and more. With such adaptability in mind,
writer Eduardo Navas describes remix as a “cultural glue,”® as opposed to
a movement or something that can be framed precisely. The message is
strong as it relies on the obvious cultural mechanisms in which any object
is a cultural product, specifically an object deriving from existing ideas
and technologies and therefore, through cultural diffusion, yes indeed, of

course, everything can be seen as a remix of something else.

With that said, if some have made the claim indeed, that “everything
is a remix,” the remix becomes problematical however when it is used to
showcase democratic processes of participation in cultural production.
Before showing why this is an issue, I must first explain how remix and

free culture relate to each other in file-sharing culture. The instrumen-

Robert Darnton, Poetry and the Police: Communication Networks in Eighteenth-
Century Paris (2010; repr., Cambridge: Belknap Press of Harvard University Press,
2012).

Michael Veal, Dub: Soundscapes and Shattered Songs in Jamaican Reggae (Middle-
town: Wesleyan University Press, 2007), 89.

Navas, Remix Theory, 4.

Kirby Ferguson, “Everything Is a Remix,” 2010, http://everythingisaremix.info.
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talisation of remix culture to justify the purpose of free culture was in
fact articulated by Lessig himself. More explicitly, Lessig used terms
from the file system permissions read-only (RO) and read-write (RW),
which he called geek-speak metaphors, in order to illustrate the mecha-
nisms of remix culture.!® This approach to remix and culture, that holds
a privileged position in Lessig’s free culture,!! was the obvious next step
in a process of cultural rationalisation reduced to file-exchange, and in
which participation thus also became reduced to file permissions. This
geek-speak metaphor is not only used by CC, but also within some of
the groups and networks mentioned in the previous thesis part.'’? Of
course, the advantage of such simplification is that it offers a very strong
example, as it relies upon technological jargon and practices that have
been increasingly democratised with the rise of the Internet and P2P file-
sharing. In that sense it also becomes a subversive vector that can be
used to accelerate the spread of new ideas, in a similar way as was the
engineering of popular tunes mentioned earlier. This is why remixing
has been frequently used by CC as: an inspiration,'®* a handy shortcut

to communicate about licensing changes,!* and a way to illustrate the

1 Lawrence Lessig, Remix: Making Art and Commerce Thrive in the Hybrid Economy
(London: A&C Black, 2009), 28.

Berry, Copy, Rip, Burn, 22.

12 See for instance Constant, “Tools for a Read-Write World 2013, http://www.
constantvzw.org/site/Tools-for-a-Read-Write-World.html.

In the early days of CC, there was even a series of rather confusing Sampling licenses,
that were inspired directly from remix practices. The licenses were however flawed
in several aspects and were eventually retired in favour of more generic licenses. For
more details on retired CC licenses, see Creative Commons, “Retired Legal Tools,”
2017, https://creativecommons.org/retiredlicenses/.

Creative Commons, “Big Win for an Interoperable Commons: BY-SA and FAL
Now Compatible,” 2014, \url{https://creativecommons.org/2014/10/21/big-win-for-
an-interoperable-commons-by-sa-and-fal-now-compatible/}.

11
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potentiality of CC’s “pool of content”?.

It is interesting that this particular understanding of remixing, as a
quantifiable form of commodified reusable artistic elements also leaks
into the contemporary art discourse. For instance, French art historian
and critic Nicolas Bourriaud stated in 2002 that the artistic question is no
longer what can we make that is new, but instead what can we do with
what we have.’® And with this point he argued that artists were no longer
considering the artistic field as a museum containing works that must
be cited or surpassed, but as so many storehouses filled with tools that
should be used, stockpiles of data with which to manipulate and present.
According to Bourriaud, artists are remixers and the consumption and
production of information are no longer so separate. He sees artists as,
what he calls, semionauts who can produce endless narratives and jour-
neys within information. However, once the art critic gives examples of
such an artistic approach and dissolution of the barrier between consump-
tion and production, a completely different image is painted and which
clearly demonstrates the discrepancy between remix as a creative mech-
anism and remix as a controlled environment. When Bourriaud quotes
French artist Dominique Gonzalez-Foerster, the pre-condition of this new

practice becomes in particular very clear:

Even if it is illusory and Utopian, what matters is introducing a sort
of equality, assuming the same capacities, the possibility of an equal

15 Creative Commons, “About the Licenses - Creative Commons,” 2017, https://
creativecommons.org/licenses/, What our licenses do.

16 Nicolas Bourriaud, Postproduction: Culture as Screenplay: How Art Reprograms the
World (2002; repr., New York: Lukas et Sternberg, 2005), Introduction.
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relationship, between me - at the origins of an arrangement, a sys-
tem - and others, allowing them to organize their own story in re-
sponse to what they have just seen, with their own references.!’

But, how can equality exist when such forms of sharing are built on
the premises that these systems are, in fact, understood as an origin to
which responses are expected? In this situation, remixing is limited to a
process in which an original becomes the source of an anticipated cre-
ative chain reaction. The spectre of access and potentiality discussed in
the previous chapter returns, from the famous artist waiting for an audi-
ence to recombine the elements of their work, to CC waiting for users to
recombine the elements of their digital commons. Similarly, free culture
supporters have done poorly in making their cause resonate beyond the
concerns of very few privileged classes. According to scholar Laura J.
Murray, the popular documentary RiP: A Remix Manifesto is essentially
the glorification of a North American white male middle class culture, in
search of some Robin Hood-like thrills by doing something that could be
illegal, and where stereotypes of gender and stardom are carried with ab-
solutely no awareness or reflection.!® These disconnections between the
way these discourses present themselves and how they materialise are,
however, not specific to contemporary cultural appropriation of remix-
ing. In fact this ambivalence was already present in one of remix culture’s

exemplary cases: dub music.

In late sixties Jamaica, dub music was born from a mixing mistake that

7 Ibid., 13.
18 Laura J. Murray, “Brett Gaylor (Dir.) (2009) RiP: A Remix Manifesto,” Culture Machine
CM Reviews (2009).
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led to the creation of a dubplate—a non durable acetate disc on which the
master recording was cut for testing and demonstration purposes—from
which the vocal track was omitted. The disc was nonetheless kept and
played during a sound system gig. The lack of vocal track was turned
into an opportunity for the deejay to improvise over the instrumental
music, to the delight of the crowd.! The immediate success of the acci-
dental performance of both the studio mixing and of the deejay, toasting
and chatting over the faulty dubplate, led to one of the richest musical dia-
logues of the twentieth century, where the live performance of sound sys-
tem deejays inspired producers to make new versions of Jamaican songs,
using the sound mixer and effects such as spring reverb and tape delays
as improvisational instruments. The resulting dubplates fed back into
the sound system improvisation culture, and back again into the studios.
Looking at dub music from the sole perspective of the remix as a creative
mechanism, it is possible to draw extensive analysis on its formal aesthet-
ics, its sonic qualities, and its semiosis.?> However, it is also possible to
look at dub music from the perspective of the remix as a controlled envi-
ronment. American scholar Michael Veal has written extensively on the
history and development of dub music?!, and has most notably analysed
the original dub culture beyond its technical and sonic qualities. From

Veal’s research, it is not a big stretch to say that dubplates functioned as

% The origin of the myth and its narrative is slightly controversial, and there exists
different accounts on the birth of this genre. See Navas, Remix Theory, 37-38.

20 For more discussion on the study of remix, see Eduardo Navas, Owen Gallagher and
Xtine Burrough, ed., The Routledge Companion to Remix Studies (New York: Rout-
ledge, 2015).

21 Veal, Dub.
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an addictive product, sold to competing sound systems which, in order to
attract an audience and sell alcohol, constantly needed new stocks—the
dubplates were self-deteriorating plates—and new uniquely cut versions
of popular tunes. Sound system sometimes even paid extra for dubplate
specials, a particular version of a popular song, with the lyrics modified
to praise the sound system that had effectively paid for the placed adver-
tisement, but essentially these sound systems were advertisement and
sponsoring platforms for the tracks used as source material for the dub
versions.?? Here remix worked as a sort of twisted reverse crowdfund-
ing scheme, where the original tracks were never given to the sound sys-
tems, and were only made available to purchase in music stores, owned
by the same studios that produced the dub versions. On top of that, at
the source of the versioned tracks were studio musicians working under
very precarious conditions, and were often required to come up with fin-
ished music for a whole album to be recorded in a day, or provide a series
of reusable beats and melodies with no possibility of claiming copyright.
The riddims—essentially a database of artistic media—from which new
tracks and their dub versions could be generated over and over again.??
With many musicians in Jamaica, the competition and pressure to make
riddims for studios was very high, even with terrible working conditions.
The situation was also amplified due to poorly implemented copyright

law in Jamaica—initially imposed by the UK in 1911 with little consider-

22 For an overview of the dub music market and relation to sound systems, see ibid.,
54.

# See Sharma Latoya Taylor, “Reggaenomics: The Relationship Between Copyright
Law and Development in the Jamaican Music Industry” (PhD thesis, Victoria Univer-
sity of Wellington, 2013), 53-56.
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ation of the local oral culture in folk music—which allowed the rise of
a copyright infringing Jamaican music industry, which treated music as
a public domain resource.?* This however became an issue once some
Jamaican musical genres and artists, in particular Bob Marley, started to
profit greatly from a globalised music industry, and led to the ban of all
versioned music from radio airing in Jamaica following pressure and lob-
bying by the musicians’ union. This action was however mostly a sym-
bolic gesture as sound systems were much more powerful advertising
platforms than radio.?> As Veal concludes, despite its counter hegemonic
nature, as well as the singing and improvising to an instrumental popular
track used as vector to carry new discourse, there was a another side to
such practices, with dub becoming the sound of “profit consolidation and

competition.?

With this example, [ am not arguing that a conservative and restrictive
approach would be more beneficial than unregulated copyright and pub-
lic domain derived cooperation. Instead, I want to point out that the free
circulation and transformation of information cannot be directly linked
to an egalitarian participation in a liberated productive apparatus. This
shortcut is indeed problematic because it ignores the aspect of political
economy in relation to these practices. Even if a detailed analysis of such
an aspect is out of the scope of this dissertation, it nevertheless cannot
be completely ignored, discarded, or rendered moot by considering free

cultural practices as existing in a vacuum. In that sense, this free circu-

24 Tbid., 42-59.
% Veal, Dub, 91.
26 Tbid., 90.
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lation of information encourages that new things constantly compete to
become new mediating hubs or nodes of capitalisation, and thereby pro-
viding the ground for a near textbook illustration of classical liberalism,
in which coordination by a central agency is replaced with a system of
competitive arrangements of information conveying agents.?’” Exploita-
tion that is driven by the division of labour in such a chain of distribution
is therefore no more absolute but instead relative, which explains why
the counter-hegemonic power of the Jamaican music industry, which has
also liberated and empowered the sound engineering culture of Jamaica,
comes at the price of reducing the cultural and political power of folk
musicians. In particular, I can see an inversion of the situation of the
subversive use of folk songs in mid-eighteenth century Paris, because
Jamaican lyricists, but also song writers like Bob Marley, saw dub as a
damaging practice in which political texts were removed, erased, and
overshadowed by effects and mixing techniques.?® According to Veal,
the whole versioning process can therefore be sensed as a direct result
of capitalist influence in the making of music, that turns folkloric prac-
tices into a calculated economic strategy based on a complex and possibly
endless archaeology.?’ Therefore, if the remix nature of dub music can be
celebrated for being a cultural glue and creative process, it simultane-
ously presents itself as the sound of a “society tearing itself apart at the

seams.”3?

27 See Friedrich Hayek, The Road to Serfdom (1944; repr., London: Routledge, 2001),
50-52.

28 Veal, Dub, 78.

29 Ibid., 89.

30 Ibid., 206.
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In the context of remix culture, instead of putting into perspective
the different levels of empowerment and their cost to the commu-
nity, the idea of an evil, central and easily identifiable source of
control—essentially inherited from the post-war era reaction to central
planning®!—creates the foundation for a deceptive subcultural heroic
discourse. In the same way that the non-trivial symbiosis between
capital and free and open source software communities can be mistaken
as a “black and white dramaturgy of profiteering villains,”*? the copyright
infringing remixer is often portrayed as a beloved liberator, a David
fighting an evil Goliath. Depending on the context, the evil Goliath
becomes a replaceable figure who embodies the record industry, the
film industry, the publishing industry, and all sorts of media industries.
Of course, there is an urgency to address today’s folly found in many
intellectual property related incidents, from a media industry lobbying
for more punitive actions against the sharing and distribution of copy-
right material, to appropriation artists and musicians suing each other
ad nauseam over sampled materials. However, by articulating these
issues in a such a way that those who prevent the free circulation of
information are systematically impersonated by evil entities,?® the free
culture discourse struggles to depart from a Nietzschean position of

ressentiment,* and this hostility prevents free culture supporters from

31 Karl Popper, The Open Society and Its Enemies: Volume 1: The Spell of Plato (1945; repr.,

London: Routledge, 2006); Karl Popper, The Open Society and Its Enemies: Volume 2:

Hegel and Marx (1945; repr., London: Routledge, 2006).

Soderberg, Hacking Capitalism, 31.

3% See Gaylor, RiP!

3 In reference to Friedrich Niezsche, The Genealogy of Morals (1913; repr., Mineola:
Dover Publications, 2003), “Good and Evil”, “Good and Bad” (1887).

32
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fully evaluating the consequences of their propositions.

Finally, the deception of the remix as a satellite of an original, lies in
the artificial influence of the original, that is specifically possible because
of the locking down of culture by some industries. It is therefore ironic,
and problematic for free culture, to use such a practice to make its point,
and therefore suggest an egalitarian cultural landscape, in which in fact
the stardom driven remix aesthetics they use in their narrative could not
exist, and would eventually be replaced by new structures of mediation
in which other mechanisms of artificial influence would operate. The
author-centered regime of the information society that Boyle had warned

against® is therefore not resolved in free culture but only displaced.*

Following the discussion of free cultural techno-legal templates that I
developed throughout this thesis, it should become clear that the ques-
tions that matter are not about the potentiality of the free circulation
of information, or the novelty of its form, but rather how such informa-
tion comes into existence, what kind of technological, social, and political

frameworks permit its access, what networks of software it requires or

3 James Boyle, Shamans, Software, and Spleens: Law and the Construction of the Infor-
mation Society (Cambridge: Harvard University Press, 1997), Chapter 11.

This problem of artificial versus egalitarian influence is very concrete: a white la-
bel record mashup is more likely to contain a drum sample from Michael Jackson’s
Thriller than some drumloops produced by the neighbourhood kid and released un-
der a CC license on a sample sharing site such as freesound. Even the few Inter-
net memes that do not appropriate from pop cultural icons, end up at the centre
of variations that reinforce their central authority, such as Wojak/Feels Guy/twarz,
the bald man image used in all sorts of situations to express emotional situations
with feels, or trollface, the popularity of which made its author a royalty annui-
tant. See Know your Meme, “Wojak / Feels Guy | Know Your Meme,” 2010, http:
//knowyourmeme.com/memes/wojak-feels-guy; Patrick Klepek, “The Maker of the
Trollface Meme Is Counting His Money,” Kotaku, 2015, \url{https://kotaku.com/the-
maker-of-the-trollface-meme-is-counting-his-money-1696228810}.
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gives rise to, its wider aesthetic inherences and affordances. It should also
become clear how such frameworks influence the groups that inhabit the
structures formed by these templates. Lessig’s RO versus RW file system
approach to remix and free culture therefore needs to be challenged in its
own metaphorical domain: who owns the file? Where is it located? Why
can it be accessed? Who benefits from reading from or writing to it? Full
permissions over a small element of a system does not imply complete

control over the latter.

7.2 The Early Days of Mixes Between Operating
Systems and Social Systems

By using the RO versus RW metaphor, Lessig may have underestimated
how relevant such an analogy was for the so-called geeks he was referring
to, in particular those sensible to cultural environmentalism, and whose
political life “have indeed mixed up operating systems and social systems
in ways that are more than metaphorical”®” In fact, the idea of a computer
environment mixed up with social organisation could already be found

in several early seventies projects.

The 1973 project Community Memory in the San Francisco Bay area
provided three public terminals for a common database, a resource shar-
ing, in which people could read and add information (Figure 7.1). The sys-

tem, developed by Resource One Inc. a non-profit corporation and one

37 Kelty, Two Bits, 38.

297



of few public service computer centres, ended being used beyond its cre-
ators expectations: student tips, musician and chess players’ announce-
ments, car pool organisation, restaurant reviews, as well as poems and
graphics.®® People queued and taught each other to use the computer, and
according to Berkeley Free Speech Movement activist Michael Rossman,
the system was “inescapably political,” its politics were “concerned with
people’s power,* as anyone could access the network that Rossman con-
sidered as the ultimate participatory democracy without central author-

ity, and of public utility.

[I]n this system no person or group can monopolize or otherwise
control people’s access to information. Information-power is fully
decentralized. No editing, no censoring; no central authority to de-
termine who shall know what in what way.

[.]

[Ulsers of the system must take responsibility for their own judge-
ments about its data, supported by whatever judgements other peo-
ple offer to them through the system.*!

What is interesting here, is that even though the system had been
clearly designed and programmed with no ill-intention, it was neverthe-
less a completely centralised time-sharing system, from which terminals
were used to connect and edit content, a sort of proto-cloud. The users
had to trust that the anonymous access they were given, was truly anony-

mous and that no extra time stamps and information about which termi-

Ken Colstad and Efrem Lipkin, “Community Memory: A Public Information Net-
work,” SIGCAS - Computers & Society 6, no. 4 (1975): 6-7.

Michael Rossman, “Implications of Community Memory,” SIGCAS - Computers & So-
ciety 6, no. 4 (1975): 7-10.

4 Tbid.

4 Tbid.
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Figure 7.1: Community Memory walkthrough

Doc Benway wanders into the Whole Earth store to check out what's happening in
Community Memory. A typical sequence would look something like this (what Benway types
is underlined). There is a “>" symbol at the left side of the CRT screen, indicating the
machine is waiting for the next user to give it some command. He proceeds to type:

2EIND TAXI and presses the green RETURN key

1 ITEMS FOUND The machine always responds to a FIND command
by giving the number of items found.

>PRINT
and again presses the green buiton. All commands
#1: are ended this way

TAXI UNLIMITED IS A CO-OPERATIVE TAXICAB AND ANSWERING SERVICE,
RUN AND MANAGED BY ITS WORKERS. TRIES TO KEEP RATES AS LOW AS
POSSIBLE , HELPS PEOPLE IN EMERGENCIES, AND OFFERS EXTRA SERVICE
FOR THE SICK AND DISABLED.

1903 BERKELEY WAY, 3EKRKELEY 94783, TH1-2345

More than one keyword may be used after a FIND

>FIND FREE INIC command, with the undersianding that the items
found will each have all the keywords listed — that is,

© ITEMS FOUND a space between keywords is equivalent 10 an AND.

>A N> BERKELEY The AND command narrows down the list of items
with FREE and CLINIC as keywords o those that

2 ITEMS FOUND also have BERKELEY as a keyword.

>8RIEF This command causes the first lines only of the items

to be printed out.
#1:1 GEORGE JACKSON PEOPLE’S FREE MEDICAL RESEARCH HEALTH CLINIC
#2: FREE CLINIC (BERKELEY) 548-2570

>FIND BAGELS

5 ITEMS FOUND

>BRIEF

#1: W4ERE CAN I GET DECENT BAGELS IN THE BAY AREA (BERKELEY!)?
#2: THERE IS A STORE CALLED BAGELS ABOVE KEY ROUT ST. Oi
#3: THE DANISA BAKEKY AT UNIVERSITY AND SHATTUCK IN BERKELEY

#4: IF YOU CALL MICHAEL AT 645 AN EX-BAGEL BAKER CAN TEACH
#531 YOU CAN GEf FRESHd BAGELS AT THE HOUSE OF BAGELS, WAY OUT ON

© ITEMS FOUND
>BRIEF

#l: *weee DG’ 1994 *eRRw —--> SOME CONCEPTS

#2: I AM LOOKING FOR IIYOWION ABOUT METHANOL (METHYL ALCOHOL)
#3: RESTARTING YOUR CAR’S ENGINE BURNS LESS GASOLINE THAN ONE

#4: <ENERGY PRIMER> —- A BOOK BEING PREPARED BY PORTOLA INSTITUTE
#5: ANYONE WANTING TO DEVELOP PUBLIC-ACCESS INFORMATION SYSTEMS,

fo: GOT TO, GOT TO
>ERINT &
#6:
GOT TO, GOT IO
GOT TO, GOT TO
GOT TO SCRAPE THAT BNEGY CRISIS
RIGAT OFF YER SHOES .
(W/THANX 2O MICK N KBITH)
>FIN) DOCTOR BENVAY
3 ITEMS FOUND
>PRINT 2
#2:

*e#ass IEX' XQPRSTQAL SYSPRINT OFFSET INTERRUPT *####
APPLIESTO: ALL BOOGIES, BEANERS, BOLOS & BOZOS +.....

DOC BENWAY HERE +.evvessse NURSE, SLIP ME ANOTHER AMPULE
OF LAUDANUM ,...s0000+ KECOLLECT ONCE HE AND CLEM CLONE WAS CHEWIN
YOHIMBE BARK OUT BACK OF JODY'S ALL-NIGHT PET SHOP +......

NOT A FINER MAN IN THIS WHOLE ZONE
THAN OL® CLEM ‘N JODY CLONE +....

##¥¥WAERE WAS WE, YEAH ---- USE AUTHORIZED DATA BASE ACCESS
PROTOCOLS ONLY ..... SENSUOUS KEYSTROKES FORBIDDEN ....., DO NOT
STRUm THAT 33 LIKE A HAWAIIAN STEEL GUITAR ...., GRAND CONCLAVE
OF THE PARTIES OF INTERZONE: CHECK YOUR BOX FOR DETAILS.....

PERSONAL ATTENDANCE REQUIKED; SEND NO REPLICA. BENWAY OUT.
TLALCLATLAN ...... <

Photo: Mark Szpakowski, 1974, CC BY-SA 2.5
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nal was used, were also recorded, that the content in the central computer
was not tempered with, and that deleted information was not in fact sim-
ply kept. With this example the notion of mixing up becomes indeed
very strong, because the computer system did not merge with a certain
type of social organisation to create a third thing, instead it created a sit-
uation in which two realities co-existed. Said differently, the purpose of
the system and its perceived social dimension made the network topol-
ogy appear radically different from its physical and technological reality,
and made it look like a decentralised and anti-authoritarian network. The
contemporary difficulty to articulate the relationship between social sys-
tems and the Internet are rooted in this conundrum. In that sense, and
to give a contemporary illustration, the pseudo-anonymity and pseudo-
privacy offered by image boards like 2ch, 4chan, or 8chan to name a few,

is nothing but helplessly echoing these questions.*

What is more, this discrepancy, between how a computer system is
perceived and how it effectively operates, allows for the materialisation
of different social systems. For example, it is perfectly possible to portray
a Unix-like operating system as a top-down authoritative hierarchical or-
ganisation, that “is deeply indebted to culturally determined notions such

as private property, class membership, and hierarchies of power and ef-

2 With this I mean that the belief of anonymity provided by these platforms is illu-
sory. Regardless of whether one’s post is signed anonymous, it does not guaran-
tee that one’s IP adress and other uniquely identifiable information is not gathered
and tracked from these centralised discussion platforms. For instance, even if justi-
fied as a way to prevent abuses, 4chan does not allow access to its service with the
anonymous communication software Tor. See 4chan community support LLC, “FAQ
- 4chan,” 2017, https://www.4chan.org/fag#torproxy.
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fectivity”** And yet, the same system has nonetheless spawned a very
rich network of machines built and inhabited around principals of egali-
tarianism, sharing, decentralisation and cooperation; literally turning the
capitalist-like file system organisation, into a constellation of networked
communities, from hackerspaces,* to artist-run servers,* as well as mu-

tual help activist infrastructures.*

To explain how such contradictions have come about I must once again
turn back to the early days of computational culture, which had yet to be
exposed to the division of labour and managements hierarchies,*” simply
due to the lack of a clearly defined computer market or business at the
time, as discussed in Chapter 1. According to American historian Roy
Rosenzweig, Community Memory merges impulses from the radical six-
ties with the hacker ethic. To make his point, Rosenzweig explains that
the founders of Community Memory included Lee Felsenstein, who made
a living as a computer engineer, whilst being a New Left radical linked
with the Free Speech Movement. Felsenstein was also the son of a dis-
trict organiser of the Philadelphia Communist Party.*® Felsenstein, who

was also member of the influential hobbyist Homebrew Computer Club,

John Unsworth, “Living Inside the (Operating) System: Community in Virtual Re-
ality, in Computer Networking and Scholarly Communication in the Twenty-First-
Century University, ed. Teresa M. Harrison and Timothy Stephen (Albany: SUNY
Press, 1996), 142.

Contributors to the HackerspacesWiki, “List of Hacker Spaces - Hackerspacewiki:”
2017, https://wiki.hackerspaces.org/List_of Hacker_Spaces.

4 Contributors to the Monoskop Wiki, “Art Servers - Monoskop,” 2016, https://
monoskop.org/Category:Art_servers.

Riseup, “Radical Servers.”

Berry, Copy, Rip, Burn, 106.

See Roy Rosenzweig, “Wizards, Bureaucrats, Warriors, and Hackers: Writing the
History of the Internet,” The American Historical Review 103, no. 5 (1998).
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from which the idea of the personal computer was first articulated, was
one of the many engineers that developed a common hatred for large cen-
tralised proprietary mainframes: computer liberationists, in Rosenzweig’s
own words, who were interested in the potential of computers as a vector

of decentralisation, democracy, and freedom.

In parallel of this political impulse, the larger time-sharing operating
systems they opposed also started to provide social software built into
the system, all the while the production and development of software
was increasingly reliant on automation, and had already started to be
envisioned as if it was a factory process.* Computer hacker Don Hop-
kins recalls that many of these social programs were available on the
Incompatible Timesharing System (ITS), used throughout the seventies
and eighties, such as :UNTALK, :SEND, :REPLY, : INQUIR, :WHOIS, :FINGER,
:USERS, :WHOJ, : PEEK, and : 0S, all providing the software’s bricks and mor-

tar needed to build a cohesive social structure inside the machine:>°

The MIT-AI lab’s ITS machines had several ways of chatting and so-
cializing through the host. You had a lot more awareness of who was
on, what they were doing, and what they were into, than most other
time-sharing systems of the time. Many people would stay logged
in all the time, just to be social, read email, send text messages, and
chat.>!

The communal sense of these groups was best demonstrated with the

4 Robert William Bemer, “Machine-Controlled Production Environment,” ed. Peter
Naur and Brian Randell, “SOFTWARE ENGINEERING” Report on a Conference Spon-
sored by the NATO SCIENCE COMMITTEE, 1968, 55-57.

*% Emails to author, February 17, 2015.

1 Tbid.
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software shelter and educational environment, that they provided for the
under-privileged living outside of such academic networked walled gar-
dens. For instance, under the name Tourist Policy, the MIT Al Lab allowed
people outside of the lab to apply for accounts, and use the system during
off-hours, in order to learn how to program and access the network.>? But
most importantly, the documents in these systems were made available

with no restrictions whatsoever:

And another very social feature was that there was not file protec-
tion, and it was considered perfectly acceptable to learn by reading
other user’s files. Deleting and vandalizing wasn’t considered so-
cially acceptable of course, but since there was no challenge to it
(and the user community was so small), it wasn’t a big problem.

If the history of computing and its impact on society would have
stopped right here, Lessig’s RO versus RW geek-speak metaphor
may have been strong enough, because it essentially depicts a de-
contextualised binary situation of file access in the context of commu-
nities small enough to have a good understanding and overview of
the system they participated in. However, as I will now explain, the
exponential growth in usage of these systems and the reality of their
control mechanisms greatly negates any positive effects that could have
come from using such a simple shortcut to address the free circulation

of information.

>2 Tbid.
>3 Tbid.
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7.3 Policies, Jails, Chroot and Sandboxes

Hopkins also wrote to me that a lot of these network developments and
usage were not business-related, and essentially existed in a grey area.
As it turns out, and as computer networks grew, such grey areas became
difficult to maintain in an ad hoc fashion and started to require polic-
ing,>* and in some cases more secretive rules. This was the case with
ARPANET, which subcultural activities could not be communicated to the
outside world, in order to avoid the Defense Advanced Research Projects
Agency (DARPA) losing public and political credibility over their mili-
tary projects. This led to the infamous 1985 ban of Science Fiction writer
Jerry Pournelle from the network who lost his guest/tourist account, after
mentioning inside stories about the network several times in his columns
for the microcomputer magazine Byte.>> In that sense, if today Usenet,
the Unix powered network that I introduced in the first chapter, is still
remembered rightfully as a unrestricted and poor man’s ARPANET al-
ternative,”® it should not overshadow the fact that the cultures of the
two networks were equally busy with human to human network com-
munication and social organisation, the difference being that one was
not explicitly allowed to communicate about any one of them. Of course

ARPANET and Usenet are taken as examples here, because of their rel-

>* A copy of the rules can be found at MIT AI Lab, “MIT AI Lab Tourist Policy,” n.d.,
http://www.art.net/Studios/Hackers/Hopkins/Don/text/tourist-policy.html.

% See Don Hopkins, “How Jerry Pournelle Got Kicked Off the ARPANET,” 2000, http:
//www .art.net/~hopkins/Don/text/pourne-smut.html.

*¢ See Michael Hauben and Ronda Hauben, “Netizens: On the History and Impact of
Usenet and the Internet,” First Monday 3, no. 7 (1998), http://firstmonday.org/ojs/
index.php/fm/article/view/605.

304



evance in the context of this thesis, and rather important visibility in
computer history; however, it should not be forgotten that the seventies
and eighties proto and early Internet days, saw dozens of important net-
works initiatives from different origins, research, corporate, cooperative
and so-called metanetworks, which all shared similar social dynamics, to
those exemplified here.”” In the end, all these systems were eventually
adapted to serve more personal goals and social interests,*® showing the
democratic transformations that could occur within such platforms, no
matter what were their original purpose.®® This is also the reason why,
most notably with ARPANET, the adaptive bottom-up communication
systems have often been associated with the counterculture movement,

even if their origins belong to different contexts.*

The direct consequence of these transformations became visible in the
way the operating systems running these networks were designed. Here
again, Unix is exemplary to show how the code to organise social activi-
ties, and the code to execute on machines are often intertwined. In partic-
ular, an important aspect of a Unix-like environment is its organisation

as a hierarchical model, in which everything is represented by files,*! and

57 For an extensive survey of such networks, see Quaterman and Hoskins, “Notable

Computer Networks”

8 Markoff, What the Dormouse Said, 104—6.

> Here, I am essentially paraphrasing and referring to the optimistic analysis of such
transformation that philosopher Andrew Feenberg made in the context of the French
Minitel, but entirely relevant to the older networks that I just mentioned. See An-
drew Feenberg, Transforming Technology: A Critical Theory Revisited (Oxford: Ox-
ford University Press, 2002), 118—-20.

80 Scaruffi, A History of Silicon Valley, 1900-2015, Chapter 6.

1 Which is to say, that almost every aspects of the system, including devices, are ex-
posed to the file system. Based on the explanation on pipes and input/output redirec-
tion presented in Chapter 1, because of this approach, file manipulation tools can also
be used to manipulate hardware devices. For instance the command cat /dev/mem >
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arranged in a tree of nested directories. In such a system each file and
process has a single owner. Users belong to different groups which gives
them different permissions to navigate in some parts of the tree structure,
as well as read, write, and execute files in the system. This is basically
the technical information on which the RO versus RW metaphor can be
understood. However this is not all, users are also given a home direc-
tory in which they can manage their own files. In multi-user systems,
regardless of whether they are proprietary or not, Unix-like or not, the
home directory is a personal and privileged place in the file system, an
entry point after a successful log in, where a user stores personal files
and programs, but also a place to set configurations and preferences for
any given software in the system. Every popular multi-user operating
systems has home directories. The access to the files that can be expe-
rienced through many different mediating layers, from graphical user
interfaces (GUI) to command-line interfaces (CLI).®? Last but not least,
and sitting on top of the mountain, a superuser, called the root user, pos-
sesses all the permissions in the machine, that is full access and control
over every single process and file, including of course the private ones
in the users” home. Even though this is a very quick overview, it already
projects a much richer imaginary than the one found in the RO versus

RW comparison.

/usr/home/merzbow/mymemory will dump the memory of the computer to a file named
mymemory, but cat /dev/mem > /dev/dsp will dump it instead to the soundcard, mak-
ing audible the machine’s memory.

See Florian Cramer, “$(echo echo) echo $(echo): Command Line Poetics,” in Digi-
tal Artist’s Handbook, ed. Marloes de Valk (Lancaster: https://web.archive.org/web/
20121222001506/http://digitalartistshandbook.org; Folly, 2007).
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Depending on the privileges of a user, one can either be trusted to
take care of other people’s home and files, or trust that a more privileged
user will take care of one’s home and files, while not abusing such power.
As it turns out, the nineties success of GNU/Linux is tightly connected
to this structure, as the access to a UNIX operating system running on
affordable hardware such as PC-compatible home computers, gave the
availability for every user to become a local root at a time where UNIX
systems were running on expensive machines, to be accessed remotely as
a simple user. The relative nature of exploitation within liberal cultural
production that I was discussing with the remix, is therefore also techno-
logically implemented in these systems where RO and RW permissions—
and to be more complete also execute—are isolated in nested structures of
relative, but not absolute, access. What is more, this construction might
be completely invisible to the user. It is in this particular situation that
the Unix command chroot becomes a much more powerful file system

inspired geek-speak metaphor than RO versus RW.

Added in 1979 to the seventh edition of Bell Labs’ Unix,®® the chroot
program manipulates the way the file system is perceived from a user or
process perspective. It does so by moving the apparent uppermost direc-
tory of the file system to another location, thus preventing the chrooted
users and processes from accessing anything outside of this metaphori-
cal jail. Said differently, the sub-folder one is jailed inside appears as the

base and starting point of all the other folders in the system, while others,

8 Pierre (P.) Lewis, “A Very Brief Look at Unix History,” 1994, ftp://rtfm.mit.edu/pub/
fags/unix-faq/faq/parté.
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non-chrooted users and processes, can see one constrained in the space
and resources one has been allocated. More specifically when discussed
in the context of security, the technique is literally called a chroot jail,**
and in some operating systems like FreeBSD, such technique expanding
upon the chroot idea, is simply called a jail.®® It’s not by accident that
the act of getting administrator rights on an iPhone, which operates a
Unix based system, is called jail-breaking: the hack is a form of privilege
escalation that aims at liberating phone users from their jail, and subse-
quently giving them access to the full Unix machine hidden behind their
golden cage GUI Similarly, in this universe of software class struggle,
on Android phones, also a Unix-like OS, the term rooting refers to the
process in which the phone user can modify the operating system, so
as to gain superuser permissions: that is becoming root by means of a

software assisted coup.

Ultimately, the introduction of the chroot program was a tipping point
in which trust and social organisation within operating systems, could
no longer be solved with ad-hoc moral guidelines, and in that sense pre-
dating virtualisation and the cloud, that further obfuscated and further
mediated the relationship between users within these systems. Yet once
chrooted, a user or process is given the illusion of complete freedom when
they are in reality sandboxed. The term sandbox is in fact frequently used

to describe all sorts of testing, secure containment, and prototyping prac-

% David A. Wheeler, “Secure Programming for Linux and Unix HOWTO,” 1999, https:
//www.dwheeler.com/secure-programs/.

% Matteo Riondato, “Chapter 14. Jails,” 2017, https://www.freebsd.org/doc/en/books/
handbook/jails.html.
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tices that require both the experimental potential offered by such an iso-
lated and malleable place and the illusion they provide to the sandboxed
users or processes. This aspect makes such digital sandboxes similar to
physical box full of sand in a children’s playground, where things can
be invited, bounced, created, abandoned, contained, constrained, inter-
preted, experimented, censored, populated and grown. Said differently,
it’s a world on its own. Most importantly, it implies the existence of a
higher level structure, and therefore context, which all these actions are
ultimately nested within. The sandbox is within the playground, that is

within the park, that is within the city, that is within the state, etc.

So what matters is not so much if access is provided with read or write
permissions, but the conditions and context for such access, both at a
software and legal level. If RO and RW are used to illustrate a simplis-
tic understanding of cultural processes within free culture, using chroots
to talk about these instead, forces us to acknowledge the existence of
containment in free culture, a sandbox culture indeed, a model that high-
lights the duality of the aesthetic of consumer society,®® that I earlier
exemplified with dub music, but that also resonates with the tension be-
tween freedom, constraints, and creative territoriality, which I discussed
several times so far in relation to the situations created by the use of free

cultural techno-legal templates.

% Here I make reference to American political theorist Frederic Jameson, who ques-
tioned the ability of postmodernism to resist the logic of consumer capitalism. See
Fredric Jameson, “Postmodernism and Consumer Society,” in Postmodernism and Its
Discontents: Theories, Practices, ed. Elizabeth Ann Kaplan (1988; repr., London: Verso,
1993).
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Another point that I want to address is that the enclosure of the in-
formation commons, to borrow a term from software developer Dmytri
Kleiner,*” is not strictly of a capitalist nature. In this sense I disagree
with an historical creation myth of the Internet as a common and shared
resource, as I have shown that even in the early days of proto-Internet in-
frastructures, these systems already worked as a series of enclosed com-
mons and shared resources only accessible within specific techno-legal
walled gardens of varying ideologies. Capitalism and the growing com-
mercialisation of the Internet might have enclosed, or more precisely
overlaid their own enclosing structure on top of some already existing
resources but they are in fact essentially focused on mimicking the suc-
cessful structures that support these resources, not quite enclosing exist-
ing commons but in fact facilitating the sandboxing of new commons to
be capitalised upon. This means that the notion of cultural environmen-
talism from Boyle,*® which draws an analogy between ecological and cul-
tural issues, works only so far with the notion of public domain cultural
expressions and not so much with new forms of digital commons that are
created as part of a logic of cultural sandboxing and user participation,
or as Stalder notes, associated to a neoliberal downsizing strategy where

context and embedding did not emerge from a bottom-up process.*’

7 Dmytri Kleiner, The Telekommunist Manifesto (Amsterdam: Institute of Network Cul-
tures, 2010), 20.

% Boyle, “A Politics of Intellectual Property.”

% See Felix Stadler, Digital Solidarity (London: Mute, 2013), 31-36.
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